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en Operating instructions

The KeyApp from BURG-WACHTER allows another option to open / lock locks of the secuENTRY series. In addition

to the unlocking media already known, such as Pincode, Fingerprint or Passive transponder, now there is also the
option of unlocking the lock per KeyApp using a smartphone. You can even open your locks via the Internet with our
secuENTRY 5670 Bridge module.

After the identification features of the app user are sent to the administrator or owner of the locking system, these can
be taken over in the user management of the exclusive secuENTRY PC software. The application can easily be stored as
opening media for the respective locks. If required, the KeyApp can also be registered manually by scanning in the QR
code on the locks to which access should be permitted.

After the programming or manual registration of the locks, the respective locks can then be operated actively using the
smartphone.

In addition to this unlocking method, there is also the possibility to enable the KeyLess Entry function for individual
locks. For this purpose, a period can be defined for all locks registered in which an automatic unlocking takes place
as soon as the smartphone is in the detection range of the lock. The KeyLess Entry function is highly dependent on
the physical ambient conditions as well as the smart device used and the corresponding operating system version,
meaning access time may vary considerably.

The secuENTRY 5670 Bridge allows you to open your lock conveniently from a long distance. An internet connection
is required for both the smart device and the bridge. It is also possible to allocate time-limited access codes. For
increased security, we use 2-factor authentication for allocating the access codes.

Additional devices such as the DOOR eGuard Video Bell DG8500 video intercom and the BURGcam LIGHT 3010 WLAN
camera can be also integrated into the app. This enables functions such as the recording of photos or videos - directly
in the KeyApp. The KeyApp can also be used to set up the BURG-WACHTER eBoxx EASY+ parcel box. This means you
can open and configure the eBoxx, for example, and then use it to receive parcels.

The app was tested using Samsung Galaxy S4, S4 mini, S5, S5 mini, S6, S6 Edge, S10e, Google Nexus 6 from Android 4.3
KitKat or 5.0 Lollipop
Please check in the application description which other smart devices can be used with the application.
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1. Download and install the secuENTRY KeyApp

When entering the search term "secuENTRY" and / or "KeyApp" in the Google Play Store, you are taken directly to the

download area of the app. Here you can select and install the KeyApp.

$OWD Ezse LR AN Ri2

= & « secuENTRY KeyApp 4

Editors’ Ch [

Previously installed apps > \
O -
o Logger
i i w

Tuya Smart

Exchange Services X1
a1w B

ads Suggested for you

ql w: e: r tl yh u: i- 0-, p':
@ amazon d
. asdfgh j k|

Amazon Shopping  TaTok

i 4 z xcvbnma@a

Fig. 1 Fig.2

secuENTRY KeyApp

BURG-WACHTER KG

About this app

Taals

Fig. 3

2. Setting up the secuENTRY KeyApp

You will be asked to read and confirm the licence
conditions when you open the KeyApp for the first time
(see figure 1).

Then you are prompted to register the locking system at
the administrator. If you are the owner or administrator

of the locking system yourself, this could be your own
address. The administrator therefore has the overview of
the media with opening authorisation. Enter the respective
data for this purpose and select "Register".

License agreement

Accept the terms

Fig. 1



Here, enter your first name as well as last name and your personal
e-mail address (do not use any empty spaces!)

Enter the e-mail address of the

locking system administrator here

Initial settings

2 Max

2 Mustermann

EBurg

ERLh SO RE ]

B MusterAdmi

Select whether you...
- wish to set up a BW Cloud account
- wish to receive automatic information about updates
- wish to receive the BW Newsletter

Read and accept the linked documents

Press "Complete" to register

Press the send button to send the data

to your administrator.

< Compose

MusterAdmin@Beispiel de

[User & Admin letter title]

This is user & admin letter body...

. reg-datal 954368307 cov

keypad
11 3
qw e r

a s d

.

f

; s

5

Y u

g h

7

4 z xcvbnma@a

English (U%)

If you already have a BW Cloud Account, you can login as usual. If you have specified that you do not want to use
the BW Cloud in the previous menu, you can still connect to this at a later time. In both cases, you can skip the

following steps.

T W0 Goras

BW Cloud Account

Burg-Waechter MaxMustermann(@gms.ce

Fig. 4

R R B RETT
BW Cloud Account

Create cloud acgafint

O

Fig.6

V

Click on this button to access for
registration.

Choose a password and enter it.

Press the yellow button to receive

LR A A REST

BW Cloud Account

Create cloud account

Germarry [+49)

a verification code per e-mail

Enter the 6 digit verification code that
you have received per e-mail.

Press the yellow button to conclude
the registration

You have successfully registered 1
and logged in.

You can then choose whether you
want to send anonymised data to
BURG-WACHTER so that the KeyApp
can be improved. You can change your
decision later if you wish.

Burg hter de
< [m]
Fig.5
10w 2 morny
BW Cloud Account

You are logged in as:

" Meehd

Burg-¥ er. gmx.de

/

Fig.7

The KeyApp is now ready for use. For the full scope of the functions, a (one-off) authorisation must be issued. This is

queried when necessary.

English I3
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3. How is a lock registered in the secuENTRY KeyApp?

< Register key

Office
4
RE
25 |LWACHTER | s .
- C“-—_)-l r ~ Press the Menu button Max Mustarmann
= 5 echterMaxMusterma Then press the "OK" button
L START PROCESS

Lock settings

/ SN:10:3214:43 Enter a name for the device
MAC:30:42:25:01:3F 47 i
Press the "E-Key" button AES67:36.8E 73:0F 36:40:60: and (.Zohrrespondmg
77.08:08 BOBF EE95:26 administrator code.

TypeLock

= BESS > Video Bell
Press the "Start" button
> BURGcam
> eBoxx

> Programming

3 Mistory The KeyApp is registered in the
lock after a short period. Press

the "OK" button.

Fready!
Firmware Update

Fig.5 Fig. 6

Fig. 1 4.Open e secuENTRY KeyApp

QW0 & i0us 30w 0 moess Using the "GET ACCESS" button, now the lock can 1@ % O &
START Sean Or-code be actuated. For this purpose, hold the smartphone =

in front of the lock and press the button.
*  Manusl registration

> Key functions \

> secuENTRY Units I~ Select "Manual registration"

. 2@
If the transmission is successful, you can then turn . 2
the rotary knob of the lock respectively open your
parcel box.

The 4 buttons that are arranged around the "GET

ACCESS" button can also be used to open locks.

For more information, see the chapter "Direct
access buttons".
The "GET ACCESS" button opens the lock which has

The the camera opens. the least distance to the smartphone.

Scan the QR code of your device

Fready!

Fig. 3 Fig.4 Fig. 1
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This section gives you a description of the various functions.

5.1secuENTRY E-Key

The E-Key menu contains functions for using secuENTRY profile cylinders.

Note: The "Manual registration" and the "Direct access buttons" can also be used for the BURG-WACHTER eBoxx EASY+
parcel box.

~ Press the Menu button

Press the "E-Key" button

Firmwars Update

Fig. 1 Fig. 2

5.1.1 Manuel registration

Manually registered locks and eBoxxes can be opened via the "GET ACCESS" button.

0% 0 o0

START

*  manusl registration
> Key functions \

¥ secuENTRY Units

[~ Select "Manual registration"

The the camera opens.
Scan the QR code of your device

Fig. 1

Lack settings

SND:32 4:42
MAC:30:42:25:01:3F 47
AES:E7-36:8E 73:9F 36:49:50:
T7:08:08BD-BFEE95:26

TypeLock

Fig. 3

Then press the "OK" button

Enter the name for the
device and corresponding
administrator code.

Press the "Start" button

The KeyApp is registered in the
lock after a short period. Press
the "OK" button.

€ Scan Qr-code

Fig. 2

Office

START PROCESS

o

Fig. 4

English I 5



0% 0 o0
START

> manual registration
> Key functions

\

= Select "E-Key functions"

¥ secuENTRY Units

Fig. 1
1 Send again
Send the registration data of the app to the locking system administrator again.

LR REAT]

& Compose ® p i

To MusterAdge@Beispiel de s

Samin letter title]

Select your e-mail programme usar

Thi & admin latter body, .
Press the send button to send the / bl bl

data to your administrator.
. ‘_W delal 954368307 cov ®

keypad I the &

LT B U s Bl S SO L B,
gwer tyuiop

M B2 % &

Gl ) feddBean  Saveto Difve asdfgh | k|
ﬂ 4 zxcvbnnma®@a
Total Commander e , @ English (UK} 2 e

Fig. 1
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The KeyLess Entry function allows the locks assigned under "secuENTRY list" to be opened automatically without
having to press the "GET ACCESS" button again, or use another opening method (Pincode, Fingerprint or Transponder).
For this purpose, under "secuENTRY list" you have to set which known locks should be opened in this manner. As soon
as the registered smartphone is within the area of detection, the lock is opened automatically.

Attention: the response time until releasing for opening the lock differs from smartphone to smartphone and cannot
be modified. The function also depends on the WLAN network as well as the hardware and software of the respective
manufacturer. The response time is independent of the app!

0¥ 0 a0

<  Keyless settings

KeylLess Entry

B

sig

nction depending on

N Activate the function
= Home WLAN detection NO

Security function to limit keyless entry opening

Manual unblacking

The sub-functions

that appeared during

activation are described —0 o
on the following pages.

Fig. 1 Fig.2



Home WLAN detection:

Selection of the WLAN network that should be used for communication. After opening one time, the system is KeyLess
active for 3 minutes. Thus the lock opens automatically within 3 minutes as soon as it is within the reception range and
the system has been detected. Then the KeyLess function deactivates again.

30" &o0s38
«  Home WLAN detection e
Hame RSS! level

Fig. 1

Manual unlocking:

Activate the function
Select your own WLAN network

Confirm with "OK" and exit the menu

For manual unlocking, the lock must be opened one

time via the "GET ACCESS" button before the function

is activated. Then it remains active until the respective
smartphone has activated the KeyLess entry function once

and the lock has been opened.

Activate the function

Set as home WLAN

Set Burg as home network?

AN

=, Home WLAN detection NEY

Manual unblacking

O Timers
zandi ¢ ko

Timer:
Under this menu, you can setup the time window where the KeyLess Entry is activated. Deviating from this time, the

KeyLess Entry function is inactive. If no timer has been defined, the KeyLess Entry function is active permanently with-
out time limitation.

o]

Manual unblocking

Timers

KeyLess Entry

Home WLAN detection

<  Keyless settings

NO

|—— Timer function

ERL R Y ]

€ Timers

No timers yet

Add a new timer

€ Add timer

xR

Mon-rl (0} SatSun () Dally

0

o0

Fig. 1

- 08:40

% ]
— Select the days
— Select the start time
— Select the end time

Swipe to the left to delete
atimer

Fig. 3

Fig. 3

Fig. 2

30w 0 @ osss
€ Timers

Fig.4
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5.1.2.3 secuENTRY list

All known locks are displayed in the WHITE list. Here you can decide if the "KeyLess Entry" function should be activated
for each lock. The locks can also be renamed.

Activate KeyLess Entry:
LR R
€ White list

LOCK KEY-LESS

Office
4295, 01:3F 47

N Activate the function

Fig. 1
Rename lock
R R Y T 30w 0 ao0sn
€ White list € Editing...
LOCK KEY-LESS You've chosen 30:42-25:01:3F:47 lock. Please, edit the
TR OF SITLET & NewW N
Office -
AUl AT, g \
[~ Press the button
/‘ Office
Change lock designation
| =
Save
Fig. 2 Fig.3

81 English

Add lock

R R Y T FOw 0 movss
€ White list € Scan Qr-code

LOCK KEY-LESS

Office

ey The the camera opens. Scan
the QR code of your device

Then press the
"OK" button

Lock settings

SN:10:32:14:43
MAC:30:42:25:01:3F .47
AES:67-36:0E-72:9F:36:49:60:
77-06:08-BD:-BF-EE:95:26
TypeLock

Adding a new lock

Fig. 1 Fig.2 Fig.3

€ Register key
Remove lock

Office
\ 0% 0 a om0

o N\ Enter a name for the device and or LDl
corresponding ik b
ETORLEROCESS \ administrator code. e
W42 25 01AFAT .

N Press the "Start" button

The KeyApp is registered in the
lock after a short period. Press

the "OK" button. Swipe to the left

Fig. 4

Fig. 1



5.1.2.4 Direct access buttons
The direct access buttons can be allocated in order to allow a lock to be opened from the start screen.
New locks can also be added.
Assign direct access keys:
30 ¥ 0 @080 30 % 2 & om0

€  Choose Lock €  Choose button

Office

I~ Choose a lock

Choose one of the buttons.
Then confirm with "OK" \

As an alternative, a direct access
button that has not been assigned
on the start screen can be pressed to
open the menu.

Fig. 1 Fig. 2

Add alock:

30w 0 aos0s

€ Choose Lock

€ Scan Qr-code

Office

04225013747

Add a new lock

The the camera opens.
Scan the QR code of your device

e o

Then press the "OK" button

START PROCESS
Lack settings

Enter the name for the
device and corresponding
administrator code.

SND:32 4:42
MAC:30:42:25:01:3F 47
AES:E7-36:8E 73:9F 36:49:50:
77-08:08:B0-BF-EE:95:26
TypeLock

Press the "Start" button

The KeyApp is registered in the
lock after a short period. Press
the "OK" button.

Fig. 3 Fig. 4

English 19



5.1.3 secuENTRY units

The direct access buttons can be allocated in order to allow a lock to be opened from the start screen. New locks can

also be added.
0% a00s
START

*  Manusl registration

> Key functions

¥ secuENTRY Units — Select "eBoxx units".

Fig. 1

This menu offers 3 functions. Set which locks should be
controlled via a bridge, assign buttons to the locks and add
new locks.

Activate the Bridge function:

Locks that are contacted via a bridge are contacted by
WLAN instead of Bluetooth. As a result, the opening takes

a little longer, but you are able to open the lock from every-
where as long as you have an internet connection.

Open using a bridge

10| English

secuENTRY Units

Office

Fig. 2

Connect the keypad:

A lock can also be connected with a keypad in the app.

secuENTRY Units

Office

Lack settings

SND:32 4:42
MAC:30:42:25:01:3F 47
AES:E7-36:8E 73:9F 36:49:50:
T7:08:08BD-BFEE95:26

TypeLock

Fig. 1

Fig. 3

N Assign keypad

The the camera opens.
Scan the QR code of your device

Then press the "OK" button

When tapping on one of the
locks, you can see the keypads
logged onto the lock.

€ Scan Qr-code

Allocated Keypads

10w

| 0%ss

Fig. 2

Office
30:42:25:01:3F:47

Fig. 4



Add alock:

30w 0 aos0s

€ Choose Lock

Office

04225013747

Fig. 1

Lock settings

SND:324:42
MAC:30:42:25:01:3F 47
AES:E7-36:8E 73:9F 36:49:50:
770808 B0-BFEE95:26

TypiLock

Fig. 3

Add a new lock

The the camera opens.
Scan the QR code of your device

Then press the "OK" button

Enter a name for the device
and corresponding
administrator code.

Press the "Start" button

The KeyApp is registered in
the lock after a short period.
Press the "OK" button.

=

=

Office
4

Scan Qr-code

Register key

o

START PROCESS

Fig. 4

5.2 secuENTRY Bridge

Locks that communicate via a bridge are contacted by WLAN instead of Bluetooth. As a result, the opening takes a little
longer, but you are able to open the lock from everywhere as long as you have an internet connection. Each bridge can
only be connected to one lock. Locks that are connected via one bridge can also be programmed via this, and receive

codes that have been entered via the keypad.

10w
Bridge

Log In/Register Account

o Family

Bridge devices & Allocation

& Access Keys

Fig. 1

FREZ)

Fig. 3

Press the Menu button

Press the "Bridge" button

N

[
WACHTER
Max Mustermann

¥ Video Bell

? BURGeam

> eBoax
3 Programming
¥ Hiswey

Firmware Update

Fig. 2
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5.2.1 Login / create an account

If you have made a decision for a Cloud Account during setup and have not logged out since then, you can skip this
step. Otherwise you will have to login or create a new account.

30" Goras
BW Cloud Account

Germarry (#49) w

Burg-Waechter MaxMustermann@gms.ce

BW Cloud Account

Create cloud acgafint

Fig.3

121 English

V

Click on this button to access for
registration.

Choose a password and enter it.

a verification code per e-mail

Enter the 6 digit verification code that
you have received per e-mail.

Press the yellow button to conclude

/ the registration

You have successfully registered //

and logged in.

P

Press the yellow button to receive /

LR R A REET
BW Cloud Account

Create cloud account

Germarry (+49)

e} hter de

10w 0 mory

BW Cloud Account

You are logged in as:
Burg-¥ hter.Maxh .de

Fig. 4

Login:

T W0 Goras

BW Cloud Account

Germarry (+35) w

Burg-Waechter MaxMustermann(@gms.ce

Fig. 1
Log out:
R R B W
BW Cloud Account
You are logged in as:
Burg-V hter.Maxh gmx.de
e

Fig. 1

—_—

Enter your password and press the
yellow button

You have successfully logged in.

Press this button

10w 0 morny
BW Cloud Account

You are logged in as:
Burg-¥ hter.Maxh .de

Fig. 2



Change password:
R R B W
BW Cloud Account

You are logged in as:

" Meehd

Burg-Waechter,

gmx.de

W Emsas

Confirm

Set password

Fig. 3

//

B yellow command button

Press this button

Enter the 6 digit verification code / .

that you have received per e-mail and
press the yellow button.

IV e msn

Verification code

Enter verification code

Recover password:

T W0 Goras

BW Cloud Account

Germarry (#49) w

Burg-Waechter MaxMustermann(@gms.ce

y/

Enter your new password. Press the

Press this button

\

Fig. 2
10w O omoray
BW Cloud Account
You are logged in as:
Burg-Waechter Maxh gmx.de
\

Fig. 4

Fig. 1

Verification code

Enter verificationcode [

Fig. 3

Press this button

Enter your email address and /

press the yellow button

34 0 moTas

Forgot password

Forgot password

Germary (+43) w

Burg-Waechter. MaxMustermann@gmsx.de

/

Enter the 6 digit verification code
that you have received per e-mail and
press the yellow button.

e

Enter your new password.
Press the yellow command
button

Fig. 2

30w 0 omonas

Confirm

Set password

Fig. 4
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The Family functions make it easy for families to set up Bridges, BURGcams and Video Bells. The devices must be set up
just once by the family administrator. The administrator must then add a family group and invite the rest of the family
members to it. Once the invitations have been accepted, the devices are available to all family members.

Add family group:

3 0WE L R R AN R

Family homes +

Add family home

Add family group

Enter family group name Add family home

/

N
Hame

BW hame

Add family group

Fig. 1 Fig.2

R R R

Family homes +

{nr BW home

Fig. 3

141 English

Activate family group:

If several family groups are entered, one of them must be marked as the currently active group. The active group is
displayed with the double tick. Access is available to the devices of the active family group.

R R R

Family homes

{r BW home

s

N

Delete family group:

Fig. 1

Select family group

Set family group as active

310Wa 0w

Family homes +

{nr  BW home

BW home

Active home

Shew member list

Fig. 2

Family groups cannot be deleted. Only the connection between cloud accounts and family groups can be removed.

30" 2 Lo

Family homes

{r BW home

N

Fig. 1

Select family group

Display family list

Family homes +

{nr  BW home

BW home

Active home

Shew member list

Fig. 2



Family members

£ Burg-Waechter MaxMustermann

N

Fig. 3

Display family members:

Family members

Swipe your own name to the left to
disconnect. The family group will then

no longer be displayed.

Family homes

23w

s

Family homes

Fig. 4

Family members

£ Burg-Waechter MaxMustermann

Select family group

Fig. 1

{nr  BW home

Display family list

BW home

Active home

Shew member list

Fig. 2

£ Burg-Waechler MaxMustenmann

Fig. 3

Add family members:
Family members can only be added by the family administrator.

Family homes

{r BW home

> Select family group

Display family list

Fig. 1

Family members

£ Burg-Waechter MaxMustermann Add famlly member

Name of the family member

Email address of the /

family member

Send invitation /

Fig. 3

Family homes

{nr  BW home

BW home

Shew member list

Fig. 2

Add family member

Invite family member

‘Germany (+45) i

Erika Mustermann

Burg-Waechter ErikaMustermann@gmy. de

Fig. 4
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An invitation that has been sent must first be accepted by the other family member before this member becomes part Remove family members:
of the family group. Invitations that have not yet been accepted are marked with a yellow icon next to the name. These

L. . \ 1 OW"2 L 2 DWE L
steps must be performed on the invited family member's smartphone.
Family homes ar Family homes +
0w Lnas L A NRIET it BW home - {nr BW home
Family homes ar Invitation \
N .
G BWhome > Select family group

N

> Click on the invitation to the

family group Confirm invitation

BW home

Display family list w Active home

/ = Show member list

Accept invitation

Fig. 1

Fig. 1 Fig.2 Family members

Family membe

£ Burg-Waechter MaxMustermann £ Burg-Waechler MaxMustermann

£ Erika Mustermann

> Swipe the name of the family member

to be removed to the left

Fig.3 Fig. 4
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5.2.3 secuENTRY Bridge & assignments

Add secuENTRY Bridge:

Supply the secuENTRY Bridge with power by inserting the USB cable. Keep the Reset button pressed for 5 seconds.

The green LED starts to flash.

Bridge devices +

Fig. 1

ERLE S RIE]
Bridge devices +

. bridgeOffice

Fig. 3

N

Add a Bridge

Enter a name for the Bridge /

Enter the password for
your WLAN network

Press the yellow button

I

P

10w 2 moen
Add bridge device

L OfficeBridge

Burg

Fig.2

Assign a lock:

Bridge devices

o bridgeQifice

Fig. 1

30w a

bridgeOffice

Fig. 3

N

Choose a Bridge

Search for locks nearby

View locks in the WHITE list

Choose a lock

/

F0W0 250

Bridge devices +

o bridgeQifice

bridgeDffice

Allocate a lock nearby

Allocate a white-listed lock

Shew sllocated locks

Fig. 2

English 117



Display assigned locks:

Bridge devices

Bridge devices

bridgeOffice

Remove Bridge:

Bridge devices

o bridgeQifice

Choose a Bridge

Fig. 1

Remove assigned locks:

Bridge devices

o bridgeQifice

Choose a Bridge

Fig. 1

181 English

o bridgeQifice

Show lock

beidgeDffice

¥ Allocate a lock nearby
Allocate a white-listed lock

~#  Show sllocated locks

Fig. 2

Bridge devices

- bridgeOffice

Show lock

bridgeOtfice

Allocate by
Allocate a white-listed lock

Show allocated

4

Fig. 2

RIS 4
bridgeOffice

Swipe to the left

Fig.3

. 1124

Fig. 3

o bridgeQifice

Swipe to the left

5.2.4 Access codes

Fig. 1

Locks that are contacted per Bridge may also contain access codes limited by time. In doing so however, it is important
that these are also activated in the chronological order. One-time access keys are also possible in the future.

Create an access code:

“  Access Keys

mi1 & time limiced

access key for

Fig. 1

~ .
[~ Choose a function

Create a time limited code

\

Time limited codes

Mo results

Fig.2



10W%e Loz

limited necass eode

Main Door
30:42:35:01 6348 m

Fig. 3

Please, set your code's validity peviod

29.01.2020 15:00:00

31.01.2020 12:00:00 — ]

BACK NEXT

Fig. 5

Please, choos up to 2 lock ta be programemed with a time L

Choose a lock

- Continue

// Start date

| — End date

Continue

[ 2m1327
Enter the code or

have it generated

Continue

\

Administrator code of

the lock

Continue _

Please, enter or generate a 6-digit access code

Fig. 4

Please, enter the locks’ administrator code

admin

Fig.6

The transmission is completed after a short period and the lock recognises the Init Key and the access code. Confirm
with "OK". The Init Key must be entered once on the keypad belonging to the lock (enter 5 digits and press Enter) in
order to activate the access code. Then the lock can be opened using the access code.

For increased security, we use the 2-factor authentication. The access code is sent per e-mail, the Init Key in an SMS.
(Old) access codes can be deleted.

10w

Time limited codes

29.01.2020 15:00 - 31.01.2020 12:00

Created a1 28.01.2020 10:22

2 1022

N Open the menu

Fig. 1

Share access code and Init Key:

Send using

™ Gmail

B Copyto

Select your e-mail
programme

Enter the e-mail address of
the recipient

If necessary, add any text
or attachments

Fig. 1

Time limited codes

Fig. 2

Compose

-

a

+*

Ne

Access code

Your access code 281327 is valid from
29.01.2020 15:00 to 31.01.2020 12:00. You'll
receive the init key via SMS.

1 ¢ 3 4 85 €& T & » @
gwer tyuiop

Custemer@Exameate.com b

main I keypad &

Gk oy @ f] e L

Z xcvbnm@®@a

, @ English (LK) . e
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5.3 Video Bell

€ 01234 56789

With a DOOR eGUARD Video Bell, you can see what your device sees using these functions. Communicate with the
e Sendto 11234 56789 \ other party via two-way audio. It is also possible to take photos/videos and open an assigned lock.
=~ Choose recipient
Enter the phone number of the =
/ recipient - Press the Menu button
| |2 | Max Mustermann
. o | (D@
Send _— | .
i Press the "Video Bell" button
1 2 El 4 s & 7 % 1 L1 o
1 2 e 3 oer - gwer t y ui op x \
Ao Bew Gem o= asdfgh kI { [GET 055/5 ]
7 weas 8 nw Q wavz a 4 z xc vbnm®@a - = )
o eBoux
N9, @ Enghish (UK) . (= Programming
History
Ready!
Firmware Update
Delete an access code:

Fig. 2

Video Bell

Log In/Register Account

] i for remate secuENTRY

133

Please, choose locks 1o delete the programmed time L~ Choose a IOCk Please, enter the locks' administrator code
limited necess code from

o

Main Door - '
30423501 6348 . EoeE il @ Video Bell devices & Allocation

Video Bell view

upgrad

are

/ Continue a

Enter the
administrator code

Delete the code

BACK DELETE

Fig. 1 Fig. 2

Fig. 3
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5.3.1 Login / create an account

If you have made a decision for a Cloud Account during setup and have not logged out since then, you can skip this
step. Otherwise you will have to login or create a new account.

Create an account:
T W0 Goras
BW Cloud Account

Germarry (#49) w

Burg-Waechter MaxMustermann@gms.ce

LR R B RE ]

BW Cloud Account

Create cloud acgefint

Fig. 3

Click on this button to access for
registration.

Choose a password and enter it.

Press the yellow button to receive
a verification code per e-mail

Enter the 6 digit verification code that
you have received per e-mail.

Press the yellow button to conclude
the registration

You have successfully registered
and logged in.

ERLR A REET
BW Cloud Account

Create cloud account

Germarry (+49)

e} hter de

—]

Fig. 2
LR R B (e
BW Cloud Account
You are logged in as:
Burg-¥ hter.Maxh gmx.de

. —

Fig. 4

Login:

T W0 Goras

BW Cloud Account

Germarry (+35) w

Burg-Waechter MaxMustermann(@gms.ce

Fig. 1
Log out:
R R B W
BW Cloud Account
You are logged in as:
Burg-V hter.Maxh gmx.de
e

Fig. 1

—_—

Enter your password and press the
yellow button

You have successfully logged in.

Press this button

10w 0 morny
BW Cloud Account

You are logged in as:
Burg-¥ hter.Maxh .de

Fig. 2
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Change password:
R R B W
BW Cloud Account

You are logged in as:

" Meehd

Burg-Waechter, gmx.de

W Emsas

Confirm

Set password

Fig. 3

22| English

//

Press this button

Enter the 6 digit verification code / .

that you have received per e-mail and
press the yellow button.

Enter verification code

Recover password:

T W0 Goras

BW Cloud Account

Germarry (#49) w

Burg-Waechter MaxMustermann(@gms.ce

Enter your new password.

™ Pressthe yellow command button

Press this button

\

You are logged in as:

Fig. 1

Verification code

Enter verificationcode [

Fig. 3

/

Press this button

Enter your email address and /

press the yellow button

/

34 0 moTas

Forgot password

Forgot password

Germary (+43) w

Burg-Waechter. MaxMustermann@gmsx.de

Enter the 6 digit verification code
that you have received per e-mail and
press the yellow button.

Enter your new password. /

Press the yellow command
button

Fig. 2

30w 0 omonas

Confirm

Set password

Fig. 4



If several family groups are entered, one of them must be marked as the currently active group. The active group is

The Family functions make it easy for families to set up Bridges, BURGcams and Video Bells. The devices must be set up displayed with the double tick. Access is available to the devices of the active family group.
just once by the family administrator. The administrator must then add a family group and invite the rest of the family
members to it. Once the invitations have been accepted, the devices are available to all family members. TO®D 80 T0®0 803
Family homes ar Family homes +
Add family group: G BW home $r BW home
EX 1 R R A EXl R \
N .
Family homes + Add family home Select family group

Add family group

Enter family group name Add family home
\ Set family group as active
~ BW home
Name
BW hame
Active home
| B Show member list

Add family group

Fig. 1 Fig. 2
Delete family group:
Family groups cannot be deleted. Only the connection between cloud accounts and family groups can be removed.
Fig. 1 Fig.2
1 0OW"2 0w EX R Rk
Family homes + Family homes ar Family homes +
{r  BW home ¥ fir B home b wr BW home

N

> Select family group

BW home

Active home

Display family list

Shew member list

Fig. 3 Fig. 1 Fig.2
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Family members

£ Burg-Waechter MaxMustermann

N

Display family members:

Family members

Fig. 3

Swipe your own name to the left to
disconnect. The family group will then
no longer be displayed.

10w

23w

Family homes +

Family homes

Fig. 4

Family members

£ Burg-Waechter MaxMustermann

Select family group

24| English

Fig. 1

{nr  BW home

Display family list

BW home

Active home

Shew member list

Fig. 2

£ Burg-Waechler MaxMustenmann

Fig. 3

Add family members:

Family members can only be added by the family administrator.

Family homes

{r BW home

Fig. 1

Family members

£ Burg-Waechter MaxMustermann

Fig. 3

N

Select family group

Display family list

Add family member

—

Name of the family member

Email address of the family

member

Send invitation

Family homes

{nr  BW home

BW home

Shew member list

Fig. 2

Add family member

Invite family member

‘Germany (+45) i

Erika Mustermann

Burg-Waechter ErikaMustermann@gmy. de

Fig. 4



An invitation that has been sent must first be accepted by the other family member before this member becomes part
of the family group. Invitations that have not yet been accepted are marked with a yellow icon next to the name. These
steps must be performed on the invited family member's smartphone.

F0WELnas 10w LN

Family homes +

Invitation

fnr  BW home

> Click on the invitation to the

family group

Confirm invitation

Accept invitation —

Fig. 1 Fig. 2

Remove family members:

1D

Family homes

fnr  BW home

23w

s

N

Family members

Fig. 1

£ Burg-Waechter MaxMustermann

£ Erika Mustermann

N

Fig. 3

Select family group

Display family list

Swipe the name of the family member
to be removed to the left

310WE 0w

Family homes +

i BW home

BW home

w#  Active home

= Show member list

Family membe

£ Burg-Waechler MaxMustermann

Fig. 4
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5.3.3 Video Bell units & assignments

Add Video Bell:

Switch on the Video Bell by moving the switch on the back panel to "ON".

The light circle around the bell button will flash.

Note: If the system is not operational, press and hold the reset button on the bottom of the unit for approximately
10 seconds.

Video Bell devices Add Video Bell device

Add Video Bell L videoBell

Enter a name for the Video Bell
Burg

Enter the password for I
your WLAN network

Press the yellow button —_— |

Fig. 1 Fig. 2

- 133

Add Video Bell device

Hold the displayed QR code approx.
15-20cm in front of the camera on
the eGuard device (...) until a beep
sounds. Vary the distance if necessary.
Then continue by pressing the button

A code 15cm to 20 cm

Fig. 3

26 | English

Display unit information:
R N R0 LRV R AN R

Video Bell devices T Video Bell devices 0y

VideoBell \

VideoBel

N Select Video Bell

Display unit information

VideoBell

lem Devie information

Allocate a white-listed lock

Show allocated locks

Fig. 1 Fig.2

The unit information is divided into the general unit information, the power management, the basic settings and the
PIR settings.

Video Bell Settings

= Device Information

i Power Management Settings

= Basic Function Settings

PIR off

Fig. 1



Unit information: Basic settings:
For example, if you mount the camera upside down due to lack of space, you can rotate the display here. The date and

time can also be displayed.
Device Information

Basic Function Settings
|- Turn the display upside down

P 19216817812 Flip Szreen »
Device ID bfa326545¢383d 1 20fujre Tumve Wetermark

N
I\ Show date/time

Fig. 1

Fig. 1

Power Management settings:

This menu indicates whether the camera is connected to a power cable or whether it is battery-operated. In addition,
itis possible to set the battery level at which an alarm signal is to be sent. PIR:

The sensitivity of the PIR sensor can be adjusted.

Power Management Settings FPower Management Settings

|- Battery level

Battery Remaining 100% Battery Remaining 100%
£ Device Information
Sawer Source Fower cable (charging 4 Type Of power SUpp'y Sower Source Power cable (charging
battery) battery)
= Power Management Settings
Set The Low Battery Alarm Threshold 0% Tap to select the limit Set The Low Battery Alarm Thresheld 0%

= Basic Function Settings
4 Tap

PIR Off

Set limit and confirm

' Set sensitivity and confirm

CANCEL CONFIRM

Fig. 1 Fig. 2

CONFIRM

O

Fig. 1
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Assign a lock:

Video Bell devices

VideoBell

d4 % 0 040

e

> Select Video Bell

View locks in the WHITE list

VideoBell

Main Door

16348

Fig. 1

| ez

I~ Choose a lock

28| English

Fig. 3

$0 % 0 omoa

Video Bell devices aF

) videoBell

Videogell

Fig. 2

Video Bell devices

) VideoBell

VideoBell

Main Door

225016348

Display assigned locks:

LR R N R

e

N

\ Select Video Bell

Show lock

Fig. 1

Fig. 3

i0w

Video Bell devices

VideoBell

Videogell

e D infarmation

A te a white-listed lock

Show allocated locks

4

R

e

Fig. 2



Remove assigned locks:

ER LR BN R
Video Bell devices ar

VideoBell

/

Choose a Video Bell

Video Bell devices

VideoBell

Show lock

Videogell

Mern Device infarmation

Allocate a white-listed lock

Show allocated locks

Remove Video Bell:

Video Bell devices

VideoBell

Swipe to the left

ERUR BN R
+

Fig. 2

VideoBell

Main Door

Swipe to the left

iDw

LRI

Fig.3

5.3.4 Video Bell display

Locks that are contacted per Bridge may also contain access codes limited by time. In doing so however, it is important
that these are also activated in the chronological order.
One-time access keys are also possible in the future.

Video Bell devices

Battery level m—0 oA0(— m

Bl __— Open settings menu

Setting the PIR sensor sensitivity

View of the device
Set motion sensitivity

Switch between mute & /

sound playback on your
smartphone

—~ Open lock

(only available with
assigned lock)

Switch between Phayback Album Mok Door
Standard & High Definition

Fig. 1

Speak: Activates/deactivates the microphone enabling you to speak to the person at the door.
Record: Starts and stops the recording of video and sound images on the smartphone,

Take photo: Saves a photo to the smartphone

Playback: Retrieves recordings from the SD card inserted in the device

Album: Opens your photo/video app to view the recorded media

Important: Please observe the legal requirements of the General Data Protection Regulation (GDPR).
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5.3.5 Firmware update

Future Video Bell unit firmware updates can be imported via this menu item.

R R B BRI 1 0WE Lnaz
Video Bell devices + Video Bell devices
VideoBell \
N .
Select Video Bell

Device firmware upgrade

adule Your Software is up 1o date, current versian:

MCL Module Your Soltware is up to date, current version.
11,81

Fig. 1 Fig.2

5.3.6 Direct access button

The direct access button enables the user to open the view of a selected DOOR eGUARD Video Bell device from the
start screen.

LR ] ER A Rl

Choose Video Bell

y -

= KeyApp

[~ Press

Select Video Bell and
confirm with OK

If you wish to assign another unit to
the direct access button, hold the
button down longer. The menu shown
Ready! above opens again.

Fig. 1 Fig. 2

301 English

5.4 BURGcam

With a BURGCam you can see what your device sees using these functions. Communicate with the other party via
two-way audio. It is also possible to take photos/videos and open an assigned lock.

BURG

Press the Menu button :'.l.-nrnrnl

Press the "BURGcam" button

eBoux

Programming

Histary

Firmware Update

Fig. 1 Fig.2
R R BN REGH
BURGcam
ster Account

& 4 log In for remate secuENTRY
&
ﬁ BURGcam devices & Allocation

st of existing BURGca
4 BuRGeam view

Firmware upgrade

s iy BURGEom devices 10 frware upgrade

Fig. 3



5.4.1 Login / create an account

If you have made a decision for a Cloud Account during setup and have not logged out since then, you can skip this
step. Otherwise you will have to login or create a new account.

Create an account:
T W0 Goras
BW Cloud Account

Germarry (#49) w

Burg-Waechter MaxMustermann@gms.ce

LR R B RE ]

BW Cloud Account

Create cloud acgefint

Fig. 3

Click on this button to access for
registration.

Choose a password and enter it.

Press the yellow button to receive
a verification code per e-mail

Enter the 6 digit verification code that
you have received per e-mail.

Press the yellow button to conclude
the registration

You have successfully registered //

and logged in.

ERLR A REET
BW Cloud Account

Create cloud account

Germarry (+49)

e} hter de

Fig. 2
LR R B (e
BW Cloud Account
You are logged in as:
Burg-¥ hter.Maxh gmx.de

Fig. 4

Login:

T W0 Goras

BW Cloud Account

Germarry (+35) w

Burg-Waechter MaxMustermann(@gms.ce

Fig. 1
Log out:
R R B W
BW Cloud Account
You are logged in as:
Burg-V hter.Maxh gmx.de
e

Fig. 1

—_—

Enter your password and press the
yellow button

You have successfully logged in.

Press this button

10w 0 morny
BW Cloud Account

You are logged in as:
Burg-¥ hter.Maxh .de

Fig. 2
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Change password:
R R B W
BW Cloud Account

You are logged in as:

" Meehd

Burg-Waechter,

gmx.de

W Emsas

Confirm

Set password

Fig. 3

32| English

//

Press this button

Enter the 6 digit verification code / .

that you have received per e-mail and
press the yellow button.

Enter your new password.

™ Pressthe yellow command button

Press this button

IV e msn

Verification code

Enter verification code

Recover password:

T W0 Goras

BW Cloud Account

Germarry (#49) w

Burg-Waechter MaxMustermann(@gms.ce

/

Fig. 2

LR R B (e
BW Cloud Account

You are logged in as:

shterMaxM

Burg-¥ gmx.de

Fig. 4

Fig. 1

Verification code

Enter verificationcode [

Fig. 3

Press this button

Enter your email address and /

press the yellow button

34 0 moTas

Forgot password

Forgot password

Germary (+43) w

Burg-Waechter. MaxMustermann@gmsx.de

/

Enter the 6 digit verification code
that you have received per e-mail and
press the yellow button.

Enter your new password. /

Press the yellow command
button

Fig. 2

30w 0 omonas

Confirm

Set password

Fig. 4



The Family functions make it easy for families to set up Bridges, BURGcams and Video Bells. The devices must be set up
just once by the family administrator. The administrator must then add a family group and invite the rest of the family
members to it. Once the invitations have been accepted, the devices are available to all family members.

Add family group:

3 0WE L

Family homes +

Fig. 1

R R R

Family homes +

{nr BW home

Fig. 3

Add family group

Enter family group name

Add family group

/

R R AN R

Add family home

/

~
Hame

BW hame

Add family home

Fig.2

Activate family group:

If several family groups are entered, one of them must be marked as the currently active group. The active group is
displayed with the double tick. Access is available to the devices of the active family group.

R R R

Family homes +

{r BW home

Fig. 1

Delete family group:

N

310Wa 0w

Family homes +

{nr  BW home

Select family group

Set family group as active
BW home

Active home

Shew member list

Fig. 2

Family groups cannot be deleted. Only the connection between cloud accounts and family groups can be removed.

30" 2 Lo

Family homes +

{r BW home

Fig. 1

N

Family homes +

{nr  BW home

Select family group

BW home

Active home

Display family list

Shew member list

Fig. 2
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Add family members:
Family members can only be added by the family administrator.

Family members Family homes

\ Family homes

£ Burg-Waechter MaxMustermann

Family homes

> Swipe your own name to the left to

disconnect. The family group will then G BWhome v G BWhome
no longer be displayed. \
> Select family group

BW home

Display family list

Shew member list

Fig. 3 Fig. 4

Fig. 1 Fig. 2

Display family members: Family members

$0®0 L0 Add family member

Add family member

& Burg-Waechter MaxMustermann
Family members Family homes ar Family members

2 Burg Waechter MaxMustermann v BWhome 2 BurgWaschierMaxhiestermann Invite family member

/ Erlka Mustermann
Name of the B

family member

Burg-Waechter ErikaMustermann@gmy. de
Email address of /

the family member

8W home /

Send invitation

Select family group Display family list

Active home

Shew member list

Fig. 3 Fig. 4

Fig. 1 Fig. 2 Fig. 3
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An invitation that has been sent must first be accepted by the other family member before this member becomes part
of the family group. Invitations that have not yet been accepted are marked with a yellow icon next to the name. These
steps must be performed on the invited family member's smartphone.

F0WELnas 10w LN

Family homes +

Invitation

fnr  BW home

> Click on the invitation to the family

group

Confirm invitation

_—

Accept invitation

Fig. 1 Fig. 2

Remove family members:

1D

Family homes

fnr  BW home

23w

s

N

Family members

Fig. 1

£ Burg-Waechter MaxMustermann

£ Erika Mustermann

N

Fig. 3

Select family group

Display family list

Swipe the name of the family member
to be removed to the left

310WE 0w

Family homes +

i BW home

BW home

w#  Active home

= Show member list

Family membe

£ Burg-Waechler MaxMustermann

Fig. 4
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5.4.3 BURGcam units & assignments Display unit information:

T 0w Eas ER R SN RESE)
Add BURGcam: BURGcam devi + BURGcam devi +
Switch on the BURGcam by connecting the power cable. The camera will emit an acoustic signal. gt Sl
4% 0 0o . BURGcam . BURGcam
BURGcam devices + Add BURGcam device
N N
Add BURGcam Select BURGcam
L BURGcam
Enter a name for the BURGCam fi sskd
Burg
Enter the passwordfor ____ —— v
your WLAN network Display unit information

L
/ BURGcam

Rern Device infarmation

Press the yellow button

Allocate a white-listed lock

Show allocated locks

Fig. 1 Fig.2
<] [} O
] . The unit information is divided into the general unit information, the power management, the basic settings and the
Fig.1 Fig.2 PIR settings.
ER LR N REGE] LR SN REST) 10 ¥ 0 mimss
Add BURGcam device BURGcam devices - BURGcam Settings
@ surseom = Device Information
Hold the displayed QR code approx. _ !
15-20cm in front of the camera until = -EeManmement Seuings
a beep sounds. Vary the distance if -
. . = Basic Function Settings

necessary. Then continue by pressing
the button

Fig.3 Fig. 4 Fig. 1
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Basic settings:
For example, if you mount the camera upside down due to lack of space, you can rotate the display here. The date and

time can also be displayed.

Unit information:

Device Information

Basic Function Settings

Turn the display upside down
P 192.168.178.12 Flip Screen / play up

Device ID bfa326545¢383d 1 20fujre Tume Wetermark N
\ Sh date/time
ow date/f

Fig. 1

Fig. 1

Power Management settings:
More information will be displayed in this menu in the future.
Currently, this menu is only designed for battery-operated cameras (Video Bell).

Power Management Settings

Fig. 1
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Assign a lock:

BURGcam devices

. BURGeam

LR N BTG

e

> Select BURGcam

View locks in the WHITE list

BURGcam

Main Door
304225018348

Fig. 1

CRIEES

I~ Choose a lock

381 English

Fig. 3

BURGcam devices

. BURGcam

BURGcam

Fig. 2

Display assigned locks:

BURGcam devices

. BURGeam

BURGcam

Main Door

30:42:2501 6348

Fig. 1

Fig. 3

\ Select BURGcam

Show lock

BURGcam devices

. BURGcam

BURGcam

e D infarmation

A ite a white-listed lock

Show allocated locks

<]

Fig. 2




Remove assigned locks:

0w
BURGcam devices
. BURGCam /
Select BURGcam

[ REAL

e

Remove BURGcam:

BURGcam devices

. BURGeam

Swipe to the left

Fig. 1

Fig. 1

BURGcam devices

BURGcam

Show lock

BURGcam

Mern Device infarmation

Allocate a white-listed lock

Show allocated locks

10w

[ REAL

e

Fig. 2

EELR AN RITE
BURGcam

Main Door

5016348

Swipe to the left

Fig.3

5.4.4 BURGcam display

BURGcam view

Battery level —— |8 Bl ___— Open settings menu

Set motion sensitivity

View of the device
Set motion alarm

Set lamp
Switch between mute &
sound playback on your kQ/ 3 @
smartphone
& ©
; =i e Dot —~ Open lock
Switch between Piayback Album Muin Door (onl Jabl ith
Standard & High Definition only available wi
assigned lock)

Fig. 1

Speak: Activates/deactivates the microphone enabling you to speak to the person at the door.
Record: Starts and stops the recording of video and sound images on the smartphone,

Take photo: Saves a photo to the smartphone

Playback: Retrieves recordings from the SD card inserted in the device

Album: Opens your photo/video app to view the recorded media

Important: Please observe the legal requirements of the General Data Protection Regulation (GDPR).
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5.4.5 Firmware update

Future Video Bell unit firmware updates can be imported via this menu item.

FOWE L s
Firmware upgrade ar Firmware upgrade
@  curceam \
> Select BURGcam

Device firmware upgrade

Fig. 1 Fig.2

5.4.6 Direct access button

The direct access button enables the user to open the view of a selected BURGcam device from the start screen.

All camera devices

BURGcam

I~ Press /

Select one of the cameras to switch to
the camera view

Video Bell

Fig. 1 Fig. 2
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An eBoxx EASY+ allows you to receive parcels securely when you are away. Generated codes that you communicate to
the deliverers enable them to deliver your parcels.

Press the Menu button

/ ] Press the "eBoxx" button

eBoux

Programming

Histary

Firmware Update

Fig. 1 Fig. 2

B enoex settings

= Account settings

Fig.3



5.5.1 eBoxx settings

In order to be able to set up your eBoxx for users, you must first register them in the KeyApp.

0 mer

eBoxx sellings

B enoxx devices

== Users

liem Maln eBoxx

B B

Administrator code change

Fig. 1

5.5.1.1 eBoxx units

In order to be able to set up your eBoxx for users, you must first register them in the KeyApp.

Register eBoxx:
1@ ¥ 0 a00s 30w O omonss
My boxes € Scan Qr-code
Add a new eBoxx
No boxes
The the camera opens.
Scan the QR code of your device

Fig. 1 Fig. 1

Eboxx
Add single eboo?

Delete eBoxx:

My boxes

Eazy+

Fig.3

Fig. 1

Then press the "Continue" button

Enter the name for the device and
corresponding administrator or user
code. Press the "Start" button.

It takes just a short time for the eBoxx to

be registered. Press the "OK" button.

I Delete eBoxx to the left

Press the icon that /

appears on the right

Add single eboxx

Easy+

START PROCESS

10 ¥ 0 &0

o

My boxes

¥+

Fig. 4

Fig. 2
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You can create, delete or reset user codes in the user menu to assign a new code.

Create user code:
@ 2 53

Users

Mo users

Add a new user

Select the eBoxx for which you want to
create the new user

Fig. 1
10 ¥ 2 &
Add user
Max
Mustermann
nfe
o
START FROCESS /

Enter the details of the user and the
| administrator code and press the
"Start" button.

After a short time, the user is created
and the user code is displayed. Press
the "OK" button.

Fig. 3

42| English

/|

Fig. 2

Reset user code:

@2 01m

B sax Mustermann

Fig. 1

Delete user code:

Mustesmann 361275

Fig. 1

Swipe the user to the right and press
the icon that appears on the left.

Enter the administrator code and
press the "Reset code" button.

After a short time, the user code is
reset and displayed. Then press the
"OK" button

Swipe the user to the left and press
the icon that appears on the right.

Enter the administrator code and press

the "Delete" button.

Max Mustermann

RESET CODE

Max Mustermann

DELETE

)

o

Fig. 2

m 1340

o

Fig. 2



5.5.1.3 My eBoxx

This menu item is only relevant for you if you have several parcel boxes.

If you have an eBoxx system (more than one eBoxx), perform commissioning and setting up of all of the eBoxxes as
described above. Persons authorised to use the eBoxx system must receive the user codes generated for each eBoxx.
With the assigned user codes these designated persons can set up the eBoxxes assigned to them by the administrator
for their own use. You (the administrator) must select via the KeyApp the eBoxxes intended for your own use. The eBoxx
is set up according to chapter "Account settings" for the parcel box marked as a dedicated eBoxx in this menu.

Create user code:

Main eBoxx g Select Main eBoxx

eBonx 1 N Press the icon located at the top right
[E 3042258

'osy

Select the eBoxx which you
wish to configure

Fig. 1 Fig.2

5.5.2 Account settings

This menu includes all the settings that a user can perform without the administrator.

Account settings

ﬁ Change Passwaord
=% Code administration
B History

8 senings

Fig. 1

5.5.2.1 Code change

This menu includes all the settings that a user can perform without the administrator.

Change Password

Set whether you would like to choose
[ acode yourself or whether a random
code is to be generated.

Automatic code change » =

o

Enter the old user code. If you want to choose a code
] / yourself, enter the new code and repeat. Confirm your
A selection with the "star " button

After a short time, the user code is changed and displayed.
Press the "OK" button.

Fig. 1
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5.5.2.2 Code management

As a user, generate deliverer and one-time codes to receive parcels. Generated one-time codes can only be used once.
Alternatively, you can use a one-time code to transfer a parcel to other persons.

34 0 omosae
Code administration
ﬁ Deliverars code

=% One time codes

Fig. 1

Deliverer codes:
Deliverers can deliver your parcels. You can give the delivery codes you generate to the parcel delivery companies via
delivery authorisation.

T @W%2 &z LR R B R
Deliverers Add deliverer
Deliv 1
Blocked
&
START PROCESS

Add a new deliverer.

Fill in the fields as desired and enter
the user code. Press the "Start" button

After a short time, the deliverer code is
created and displayed. Press the "OK"
button.

Fig. 1 Fig. 2
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Change deliverer code:

L RE]

Deliverers

N Swipe the deliverer to the right and
press the icon that appears on the left.

Fill in the fields as desired and enter
After a short time, the deliverer code is

changed and a new code is displayed.
Press the "OK" button.

Fig. 1

Delete deliverer code:

Ed N RETH

Deliverers

N Swipe the deliverer to the left and
press the icon that appears on the
right.

Enter the user code and press the
"Start" button.

It takes just a short time for the
deliverer code to be deleted. Press the
"OK" button.

Fig. 1

the user code. Press the "Start" button.\

d

Edit deliverer

Deliv 1

Blocked

Multiple delivery allowed

Generate new code

START PROCESS

i0w

& 13:00

Delete Deliv 1

L

START PROCESS

0

Fig. 2

CREZF

o

Fig. 2



Create one-time code

One-time codes lose their validity after use. They are ideal for transferring or receiving parcels only once.

ieow

One time codes

No codes

CRAE

Display one-time code

Fig. 1

Generate one-time codes.

Enter the user code and press the
"Start" button.

Ten one-time codes are created
after just a short time. Press the "OK"
button.

1@ % Qs

Create one time codes

START PROCESS

Fig.2

One-time codes lose their validity after use. They are ideal for transferring or receiving parcels only once.

30
One time codes

net in use

[ Rl

Fig. 1

Select a hidden code .

Confirm with the "OK" button.
The code is now displayed.

Use it?

Do you want to use this code?

Fig. 2

You can readout and display the history of the eBoxx. It is also possible to display the history of the app.

Readout history:
1@ ¥ 0 ams F@W 0 ams
Account settings Choose Lock
i Taedotxhiory — Press "Readout history" Eacyt - E

=] [mk history

ow londed lock history

histary

Select your eBoxx

Fig. 2

300 mnas

Readout history

Enter the user code and press the
button.

Fig. 3
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Display history:

Account settings

Readeut history
|_B k

B I.(x::‘ history

B8 App histary

Datei auswihlen

Datum: 2021-01-07 1328

46 | English

iow

\

Fig. 3

& s FOW 2 2o
Choose Lock

Easy+

~ Press "Lock history" /

Select your eBoxx

k. Select the history file which you wish
to display

Take the info from the history /

Delete eBoxx history file:

Account settings

Readeut history
|_B Readout lock history

B |_m:: history

Datei auswihlen

Daturmy: 2021

071328

& history \
B8 App histary

LR A REr

2@ % 0 ool

~ Press "Lock history"

Select your eBoxx

Fig. 1

k. Swipe the history file which you wish
to delete to the left

Fig. 4

Fig. 3

Choose Lock

Easy+

iow

CRUAL

Fig. 2



Display KeyApp history:
1@ % 0 ams
Account settings

B deut history

Readoit lack history

Lock hist
e '-."x_’f. It 5?’]’ sch | -,|\:./
8 App histary

Fig. 1

& 2019, SEFTEMBER

Date & Procedure

Fig. 3

|~ Press "KeyApp history"

Select a history file

Lock

Result

! o1 Jeyap

L 2019, SEPTEMBER

Fig. 2

Delete KeyApp history file:

Account settings

2@ % 0 oS

Fig. 1

Press "KeyApp history"

Swipe the history file which you
wish to delete to the left

Choose File

2019, SEPTEMBER

Fig. 2

This menu contains eBoxx settings that the user can perform.

Set date and time:

\ " : "
~ Press "Set date and time

£ setDate and Time

Fig. 1

Tap the input field

Set Date and Time

BTART PROCESS

100 s

Fig. 2
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5.5.3 Direct access button

The direct access button enables you to perform a status query of your eBoxx unit from the start screen.

Select the date and confirm with the
"OK" button.
5.5.3.1 Assign direct access button

10w 0 a0

[~ Press

January 2021

Select the time and confirm with
the "OK" button.

i \ Select eBoxx
GET RO

Fig. 3 Fig. 4 Readyt
3@ 0 msw
Set Date and Time Set Date and Time
L0202 RS | Pressthe"Start" button [ o
START FROCESS / - START PROCESS
Fig. 2

Enter the user code and press /

the "Start" button.

Confirm with the "OK" button.

Success

Efonx s successfully assigned to the
batton

If you wish to assign another unit to
the direct access button, hold the
button down longer. The menu shown
above opens again.

Fig. 5 Fig.6

Fig.3
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5.5.3.2 Status query

10w 0 a0

= KeyApp

l M (‘1’;__3.' @J/’ Press the eboxx Direct
) access button

eHoxx easy + Battery state:

| eBon state: Empty

eBoxx status

Open eBoxx

Open eBoxx easy +
Readyl

I‘ BURG |
= WACHTER

Fig. 1 Fig.2

5.6 Config file PC software

Config Files can be created using the PC software. These can be used to program locks and read out the history. For this
purpose, the "zip" file must be loaded to your mobile phone and opened with the secuENTRY KeyApp. There are
various Apps that make it possible to access your files in order to, for example, open these with the KeyApp.

5.6.1 Import config files

Open with

Choose "Open with"

Choose KeyApp

This opens the KeyApp. Now you
can import the content of the file.

Create link on

Fig. 1 Fig. 2

< Import?

Mair

L, Import file

Fig. 3
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For the next functions, you have to open the "Programming config file" menu.

1w

| RlE2

7

BURG

|WACHTER |

Fig. 1

302 2oTas

<  Program locks

el &
[~

Fig. 3
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Press the Menu button

Press the button
"Programming config file"

Choose lock / config file

-

Firmwars Update

Main Door

Readout history

Only available via BLE
View history

Main Door

Program LOCK

Fig. 4

<  Readout history

Fig. 1

5.6.3 View history

30 @ 0948

€  Choose File

Date: 2020-01-29 0819

Name: M

Fig. 1

...... o
“N"Q\

5.6.2 Readout history

Enter the
administrator code

Readout the history

The history of the lock is read out after a short
period. Confirm with "OK". A description as to how
you can view the history can be found in

the "Display history" chapter.

€ Main Door
Choose
history file

Executed by

Procedure

Date & time /

Battery level

Fig.2



5.6.4 Remove history 5.6.6 Remove config files

20 0 @ 0948

€  Choose File 5 Program locks

Date: 2020-01-29 015
Narme: Main-Docr (MAC: 30:42:25:01:63:48) \ Main Door &

™~ Swipe to the left
S~ Swipe to the left P

Fig. 1

5.6.5 Program lock

0 &1038

€  Program Main Door

Enter the
administrator code

sTarr process \Q\
\

™~ Program the lock

Fig. 1
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5.7 History

The history provides information of the past about the lock and app.

ER R B Rl

I~ Press the Menu button

Press the "History" button

Firmwars Update

Fig. 1 Fig. 2

5.7.1 Readout history

Read out the history of a lock:
10 % 0 &osos 32 & a7
%  Choose Lock <  Readout history

ffic
Office O

AL IS01IFAT \ ------ Q
I\ Choose a lock / (tols

Enter the administrator code of /

the lock and press the button

Now the history is read out, confirm
with "OK". You can then view the history
as described under "Lock history".

Fig. 1 Fig. 2
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Add alock:

€  Choose Lock

Lock settings

SN032 1443
MAC30:42:2501:3F:4F
AES:E7-36:8E 73:9F-36:49:50:
7708:08 BD-BFEE95:26

TypeLock

Fig. 1

Fig. 3

Add a new lock

The the camera opens.
Scan the QR code of your device

Then press the "OK" button

Enter the name for the
device and corresponding
administrator code.

Press the "Start" button.

The KeyApp is registered in
the lock after a short period.
Press the "OK" button.

€  Scan Qr-code

START PROCESS

Fig. 2

o

Fig. 4



5.7.2 Readout history Lock history

Display the history of a lock:

Account settings

Readout history
= Kt

=] Imr rusmq-

nded bock history

istol

e

T Choose a lock

want to view

Fig. 1

Executed

Fig. 3

Select the history data that you

Fig.2

Add alock:

€  Choose Lock

Lock settings

SN032 1443
MAC30:42:2501:3F:4F
AES:E7-36:8E 73:9F-36:49:50:
7708:08 BD-BFEE95:26

TypeLock

Fig. 1

Fig. 3

Add a new lock

The the camera opens.
Scan the QR code of your device

Then press the "OK" button

Enter the name for the
device and corresponding
administrator code. Press the
"Start" button.

The KeyApp is registered in
the lock after a short period.
Press the "OK" button.

30¥ 0 a0

Scan Qr-code

Fig. 2

Register key

o

START PROCESS

Fig. 4
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.3 KeyApp history

¢ Choose File
. | Choose
10, JANUARY .
1.2020.01 keyap — | history file
2019, SEPTEMBER

H.20 -

2019, MARCH

H_2019_03 keyapp

Fig. 1
Remove KeyApp history:
Choose File

2019, SEPTEMBER /
H_Z019_09 keyapp

2079, MARCH
H_201%_03 keyapp

- Swipe to the left

Fig. 1

541 English

« 2019, SEPTEMBER

Date & Procedure
time

Lock

Result

Fig.2

5.8 Firmware update

With firmware updates, you can keep our products up-to-date. Executing a firmware update takes a few minutes.

The batter level must therefore be considered in advance; change the batteries if necessary.

€  Choose Product

secuENTRY 5701 Pincode

secuENTRY 5702 Fingerprint

secuENTRY easy 5601 Pincode

secuENTRY easy 5602 Fingerprint

UENTRY PRO Keyp:

secuENTRY PRO 7000/7030 Cylinder

secuENTRY PRO Cylinder 7100

NTRY PRO 7071 RELAY

NTRY 5700 Basic \

Fig. 1

Fig. 3

[~ Choose your production series

Press the Menu button

Press the "Firmware

update" button \

BURG
WACHTER

eBoux

Programming

Histary

Firmware Update

Choose Product

Choose your product

=NTRY PRO 7000 Cylinder

zuENTRY PRO 7030 Cylinder Half

Fig.4



«

er 7030 Half V2.1 / sE KEY

er 7030 Half

7030 Half V2.4 / sE KEY

er 7030 Half V2.5 / sE KEY

10w 0 mooss

€ Scan Qr-code

[~ Choose the firmware version that you
want to install. You need an internet
connection for this purpose

The the camera opens.
Scan the QR code of
your device

Fig. 1

Lock settings

70608 B0-BFEES5:26

TypiLock

Fig. 3

30

Firmware seuENTRY PRO 7030 H...

START PROCESS

Then press the "OK" button

Enter the administrator code
of the device and press the
"Start" button

The firmware update is
installed after a few minutes.
Then press the "OK" button

Fig.4

In the settings, a password can be selected to protect the app, and an administrator code can be set for all devices.
Moreover, you can decide is anonymised data should be sent to BURG-WACHTER, which are used to improve the app.
You can also view information such as, the version of the app.

Fig. 1

& Password

& Admin code

Iwant to help

Fig. 3

Press the Menu button

Press the "Settings"

button

BURG
WACHTER

eBoux
3 Programming

> Histary

\ (% Firmware Update

0 sewngs

Fig. 2
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5.9.1 Password

Protect the app with an additional 4 digit password.

ﬁ Password protection
Al

ﬁ Password protection
Add

N

Switch on the function

/’ - &‘

4 digit password

Fig. 1 Fig. 2

5.9.2 Administrator code

With this function, the same administrator code can be pre-set for all devices. As a result, the administrator code is filled
in automatically with requests.

FO ¥ 0 @030 ERCR SR E ]

€ KeyApp B € KeyApp B
Admin code Admin codh
& Set default admin code \ & Set default .:"--:;:.-J-.
\ Switch on the function
/ i o
6 digit password
Fig. 1 Fig. 2
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5.9.3 | want to help

With this function, you send anonymised data to BURG-WACHTER and thus help to improve the app.

0 0 omonsy
€ KeyApp
Password
ﬁ Protect your app with password NO
NO
e N

™~ Switch on the function

]
o Info

Abaut the application

In this menu, important information for use of the app can be provided.

300 omonsy F0 ¥ 0 oaen

€ KeyApp € KeyApp

Password Version Info
B prectyour opp wthpassword NO (el

Admi License agreement
ﬁ Seq de NO o Rend The |:.'.l\:".'\ BOreament 1ex

Iwant to help Privacy policy
O ichecke 1 L Mead privacy policy snd terms of use

monymized

Info

© Lot sopscation
\\
Open the menu

Fig. 1 Fig. 2



Version info: Licence provisions:

The copyright for these operating instructions are held exclusively by BURG-WACHTER KG.

R R N Rl XA S R

Any reproduction, even into digital storage media requires the written consent of BURG-WACHTER KG.
Reprinting, even excerpts, is forbidden.

Subject to errors and technical changes.

© Copyright by BURG-WACHTER KG, Wetter (Germany)

Version Info Version Info

KeyApp Application KeyApp Application
Current Version 3.4.0.28 (20192511) Current Version 3.4.0.28 (20192511)

Burg-Wichter Burg-Wiachter

Fig. 1 Fig. 1

Data protection regulations Licence provisions:

Meni

Datenschutzerkldrung -
SecuENTRY Applikationen

[ £ i [ X |

D secuENTRY Keyhpp

secuENTRY Confighpp

Fig. 1
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